
Microsoft Account Safety

(Presented by Scott Gosling)



Agenda
• Help you to understand end user security best practice for Microsoft 

products
• Primarily Windows Operating Systems
• Get you to feel more comfortable with your son’s (or daughter’s) usage

• Cover off Family Accounts
• Connect to other resources to support your parenting



ThinkuKnow

Restricting access can be extremely helpful to 
ensure your child is not exposed to inappropriate 

content, however keeping open lines of 
communication with your children around 

responsible internet usage is essential



Windows Security
Windows 10 comes with Windows 
Defender built in
Only covers Windows (not your other 
devices)
Backup isn’t integrated (there is an 
inbuilt tool)



Setting Up Child Accounts
Go to account.microsoft.com/family and setup child accounts



First Step – Login as You
• Important as this will be the 

management account
• Relies on a Microsoft account 



Don’t have a Microsoft Account?
• Best way is to link your primary 

email account that you use to a 
Microsoft account

• To do that, on the login screen, 
click Sign up now (highlighted)



Creating a Microsoft Account
• Your User name is your email 

address
• Then put in a password
• Mobile number is important
• Microsoft use this to send you 

validation codes for important 
account tasks

• Alternative email address should 
be your spouse or second email 
address



Adding a Child
Enter your child’s email address
It can be their VNC or other email 
address, whichever they will use 
online



What Does the Child See?
• This is the email that is received by 

the child
• I have the password to their email 

accounts, so I accepted for them



Recent Activity Dashboard
• This is the view you see of what your 

child is up to
• You can see
• Websites
• Applications & Games used
• How much Screen Time



Web Browsing – Blocking/Allowing Sites
• You can either just allow, or you can 

selectively block based on website 
name
• There is also third-party website 

filtering solutions that can filter on 
whitelists and blacklists



Setting Appropriate Screen Time
• You can set a schedule of what 

times the computer can be used by 
your child
• You can set screen time limits per 

day
• And block access on full days
• Note this is limited to screen time on 

Windows devices – doesn’t apply to 
iPads



Setting Spending Limits
• Again, only applies to Microsoft store 

purchases on phone of device
• This limit doesn’t apply to the Apple 

store
• Refer resources slide for how to 

setup with iTunes



Agreements





Resources
• XBOX Online Safety - https://account.xbox.com/en-au/Settings
• Enhanced Security - http://au.norton.com/norton-security-

antivirus?om_sem_cid=hho_sem_ic:au:bng:en:b|kw0000073694|3196720770|
c&country=AU
• Online safety - http://www.thinkuknow.org.au/site/resources (parental control 

guides)
• Ourpact - http://ourpact.com/


